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APPENDIX A: 

 

Management Comments to the Draft Report 



UNITED STATES OF AMERICA 

FEDERAL LABOR RELATIONS AUTHORITY 

 
 

May 18, 2016 

 

 

MEMORANDUM 

 

TO:  Dana Rooney 

  Inspector General   

 

FROM:  Fred B. Jacob, Solicitor and Senior Agency Official for Privacy 

  Michael Jeffries, Chief Information Officer 

 

THROUGH:  Sarah Whittle Spooner 

  Executive Director  

 

SUBJECT:  Management Response to Draft Report Follow-Up Review of the Federal Labor 

Relations Authority Fiscal Year 2016 Privacy Program Report No. AR-16-04  

 

Thank you for the opportunity to review and provide comments on the April 28, 2016 draft 

follow-up evaluation of the FLRA’s Privacy Program.  We are pleased to learn that the auditors 

concluded that our program is “strong,” closed five of last years’ findings, and identified no new 

findings.   

 

The single remaining finding in the draft report concerns 2015 Finding No. 1, Recommendation 

#3: 

 

The Senior Agency Official for Privacy (SAOP) and IT should review all routine uses for all 

systems and coordinate this review.  If any of those routine uses are no longer appropriate, 

IT should work with the Privacy Act Officer to delete those routine uses from the SORN and 

update accordingly on the agency’s website.   

 

The Solicitor’s Office is finalizing a global update of the Agency’s System of Records Notices 

(SORNs).  As part of that update, we will continue to review whether any of the Agency’s 

electronic systems require SORN.  We have already concluded that many of the systems in the 

Agency’s systems inventory are not Systems of Records under the Privacy Act (e.g., the Case 

Management e-Filing system, which accesses records by case number) or are covered by existing 

or other agencies’ SORNs (e.g., FPPS, WebTA, eOPF are all personnel records covered by 

OPM’s records notice OPM/GOVT–1 and FLRA SORNs governing time and attendance 

records).  As part of the process of updating the Agency’s SORNs, we will ensure that IT 

provides its expertise and input.  We expect to have the updated SORN in place by January 2017. 

 

We appreciate your consideration in finalizing the report.   
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 CONTACTING THE OFFICE OF 

INSPECTOR GENERAL 

 

 

 

 

IF YOU BELIEVE AN ACTIVITY IS WASTEFUL, 

FRAUDULENT, OR ABUSIVE OF FEDERAL FUNDS, 

CONTACT THE:  

 

 

HOTLINE (800)331-3572 
HTTP://WWW.FLRA.GOV/OIG-HOTLINE 

 

 
EMAIL: OIGMAIL@FLRA.GOV 

CALL: (202)218-7970 FAX: (202)343-1072 

WRITE TO: 1400 K Street, N.W. Suite 250, Washington, 

D.C. 20424 

 

 

 

 

 

The complainant may remain confidential; allow their name to be 

used; or anonymous. If the complainant chooses to remain 

anonymous, FLRA OIG cannot obtain additional information on the 

allegation, and also cannot inform the complainant as to what 

action FLRA OIG has taken on the complaint. Confidential status 

allows further communication between FLRA OIG and the 

complainant after the original complaint is received. The identity of 

complainants is protected under the provisions of the Whistleblower 

Protection Act of 1989 and the Inspector General Act of 1978. To 

learn more about the FLRA OIG, visit our Website at 

http://www.flra.gov/oig 
 

http://www.flra.gov/OIG
http://www.flra.gov/oig-hotline
http://www.flra.gov/oig
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